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M. Chairman and nenbers of the subcommttee, | appreciate
this opportunity to appear before you today to discuss the
Depart ment of Defense information managenent initiatives -- key
anong these are our Corporate |Information Managenment (CIM and
the Defense Information Infrastructure (DIl) initiatives. | wll

briefly describe the context for CiMand the DI, followed by the
Cl M goal s and acconplishnments, and then sunmarize where we stand
on strengthening the DIl and naking it nore responsive to the
needs of the warfighter.

THE ENVI RONMENT - CURRENT AND FUTURE

The President has pledged that our Arnmed Forces will remain
t he best -equi pped, best-trained, and best-prepared fighting force
on the face of the earth. Both he and the Secretary of Defense
have commtted thenselves to maintaining a | ean, high-tech
agile, ready-to-fight mlitary force during a tinme in which:

The threats are changi ng and unpredi ct abl e,

The President’s budget for Defense for Fiscal Year 1995 is 35
percent bel ow the peak |evel of Fiscal Year 1985, and

Def ense is downsizing -- thus, placing increased enphasis on
the effective and efficient use of information technology to
conpensate for these | osses.

Aut omat i on, advance el ectronics, worl dw de communi cati ons,
nodern sensors, and order of nagnitude increases in conplexity
and capability make informati on managenent pivotal to nmanagi ng
the enmpl oynent of mlitary forces.

The Defense information infrastructure provides the basic
backbone for the information transfer services required to
support the Readi ness and Sustainability goals of the Departnent.
This infrastructure supports command and control and intelligence
information transfer requirenents as well as personnel, nedical,
financial, and logistics requirenents. The increased
productivity and flexibility needed to support the depl oynent of
forces tethered to a hone base, and participating in joint
operations, is dependent on achieving a DIl that is capable of
meeting the critical information transfer needs of our forces.



For exanple, in Europe and Desert Storm we depl oyed | arge
mai nframe conputing support for personnel, adm nistration and
| ogi stics support. Today this support can be provided fromthe
Continental United States honme base. This allows for nore
conbatant forces to be deployed or for fewer lift requirenents
for the sane force |evels.

Consequently, there needs to be a snooth fl ow of
i nformati on, over |onger distances, w thout having to first solve
conpatibility and interoperability problens. Further,
information, as the vital resource of nodern warfare, nust be
protected comensurate with its intended use.

Wth changing threats, a constrained funding | evel, and
force reductions, we nust determ ne how i nformation technol ogy
can best be used to live up to the President’s and the
Secretary’s commtnent. W nust reshape Defense capabilities,
rather than just shrinking them W nust smartly create an
envi ronnment to support novenent of information horizontally and
vertically, wthout regard to organi zation or Service boundari es.
We nust ensure that our base-level information infrastructure is
capabl e of being projected into areas where an infrastructure
does not exist. As with other technol ogies, information
technology is inportant only insofar as the functionality it
provides. W nust | ook at the context for its uses, and
determ ne how it can best be exploited for inproving mssion
support.

Despite our inclination to the contrary, we cannot |ose
sight of the fact that information nmanagenent exists as support
to functions such as financial managenent, personnel managenent,
| ogistics, and health care. Wen it cones to nmaking business
deci si ons about these functions, including the applications and
systens whi ch support them responsibility for these decisions
lies squarely on the shoulders of the senior officials
responsi bl e for the functional area.

The bottomline for all of our efforts is support for the
warfighter; this is why the Departnent exists, and | can assure
you that we in the information managenent community will not | ose
sight of this as we pursue Corporate |Informati on Managenent (CI M
and Defense Information Infrastructure (DIl) initiatives.



CORPORATE | NFORMATI ON MANAGEMENT

By way of background, the Corporate |Information Managenent
(M initiative was established in Cctober 1989 by the then
Deputy Secretary of Defense. The objectives are:

To ensure the standardi zation, quality, and consistency of
data fromDoD s nultiple nanagenent information systens,

To identify and inpl enent managenent efficiencies in support
of business areas throughout the information systemlife
cycle, and

To elimnate duplication of efforts in the devel opnent of
mul tiple informati on systens designed to neet a single
functional requirenent.

In the follow ng several years, the Departnent has put in
pl ace policies, procedures, guidelines, and tools to support and
inplement the CIMinitiatives.

This admnistration’s commtnent to reinvent governnent is
strongly echoed in the CiMinitiative. The DoD | eadership has
expressed strong commtnent to Cl M goals, and enbraced CIMas a
means to achi eve Departnent-w de i nprovenents, efficiencies and
productivity. |In fact, the Deputy Secretary of Defense (now
Secretary of Defense) reaffirnmed his conmmitnent to CIMby greatly
accel erating the pace at which the Departnent is to:

Sel ect and depl oy m gration systens,

Defi ne standard baseline processes and data requi renents, and
i npl enent data standardi zati on, and

Conduct functional process inprovenent reviews and assessnents
(busi ness process re-engineering) wthin and across al
functions of the Departnent.

| will now address each of these major initiatives.

M agration Systens Sel ecti on

The Deputy Secretary of Defense directed that each senior
functional official select their mgration systens in six nonths,
with foll owon DoD-wi de transition to the sel ected systens over a
period not to exceed three years. Cearly, the course has been
charted.

| believe we have nmade progress over the last six nonths in
terms of further defining the direction, and getting people
focused, energized and conmtted. W have published generic



criteria for the selection of mgration systens which invol ves a
bal ance of functional, technical, progranmatic and data factors.
The services of the Defense Information Systens Agency (Dl SA)
have been made available to the senior functional officials for
assi stance in the selection process. DI SA has autonmated tools,
contractor support and one-on-one support available to help
officials in their selection process. |In addition, DI SA has
conduct ed numerous wor kshops on the autonated tools and

devel opnment of functional econom c anal yses. The senior
functional officials are in varying stages of the mgration
system sel ecti on process.

For exanple, the Procurenent and Contract Adm nistration
community has selected mgration systens for procurenent and
contract admnistration. Joint requirenents for base |eve
procurenent have been defined, and efforts are underway to
eval uate the feasibility of incorporating these requirenments into
the selected procurenent mgration systens. The goal is to
elimnate | egacy systens for base | evel procurenent activities at
approxi mately 350 DoD sites world-wide. Also, the financial
managenent peopl e have nmade sone migration system sel ections and
i npl emrentation progress, but | will defer to the Conptroller to
address these.

This nonth the Assistant Secretary of Defense (Command,
Control, Conmunications and Intelligence) is reviewing, with the
senior functional officials, progress on the selection process.

Not wi t hst andi ng the short-term progress that has been nade,
and acceptance wthin the Departnent regarding the charted
course, issues have and will continue to surface. The current
energi ng ones are schedul e, resources, and integration.

We clearly recognize that the six nonths for selection and
three years for transition are anbitious tine franes.
Phi | osophi cal Iy, however, we believe we will achieve better
results if we set tight tinme frames with sonme potential slippage,
rather than if we were to continue on our previous course.

As we are approaching the close of the mgration system
sel ection phase and entering the transition phase, we recognize
the need for a disciplined managenent process to address the
nyriad of issues that wll arise. Accordingly, we have
establ i shed an Enterprise Integration (El) Executive Board and a
supporting EI Corporate Managenent Council. The Deputy Secretary
of Defense will chair the EI Board and the Principal Deputy Under
Secretary of Defense (Acquisition and Technology) will serve as
t he Executive Secretary. Menbership on the Board includes the
Secretaries of the Mlitary Departnents, Vice Chairman of the
Joint Chiefs of Staff, the Under Secretaries of Defense, the
Conptroller of the DoD, the Assistant Secretary of Defense
(Command, Control, Conmunications and Intelligence), and the
General Counsel of the DoD



The EI Corporate Managenent Council will be co-chaired by
the Principal Deputy Under Secretary of Defense (Acquisition and
Technol ogy) and the Assistant Secretary of Defense (Comrand,
Control, Conmunications and Intelligence). | wll serve as the
Executive Secretary. The Council nenbers are the Under Secretary
of Defense (Personnel and Readi ness); the Conptroller of the DoD
two Assistant Secretaries of Defense - Health Affairs and Reserve
Affairs; the Director, Program Analysis and Eval uation; four
Deputy Under Secretaries of Defense - Policy/ Chief of Staff,

Acqui sition Reform Environnental Security, and Logistics; the
Director for Conmand, Control, Conmunications and Conputer
Systens in the Ofice of the Joint Chiefs of Staff; and
representatives of the Mlitary Departnents as nom nated by the
Service Secretaries.

These managenent foruns will be responsible for making
decisions that will allow the Departnent to transition to cross-
functional and integrated processes, data and supporting
i nformati on systens.

Dat a St andar di zati on

Consistent with the Deputy Secretary’'s direction, we are now
in the mdst of our nobst concentrated, w de-ranging data
standardi zati on effort ever undertaken. The Departnent has set a
goal of standardi zing Defense definitions within three years.
These standardi zati on actions are receiving high priority by the
users of the data. |Indeed functional officials, nost notably in
the financial and the command and control areas, are pressing for
accel erated devel opnent of data standards in these areas.

We have a conprehensive DoD Data Adm ni stration Programt hat
will institutionalize the managenent of data as a shared resource
and provide the organi zation infrastructure required to
effectively inplenment it. Full inplenmentation of the Program
wi || standardi ze the vocabul ary used within the Departnent and
greatly increase the opportunity for efficient data exchange and
i ntegrated operations anong DoD information systens.

Essentially, the Program provides the neans for inproving data
sharing, controlling data redundancy, m nim zing data handli ng,
and inproving data quality and integrity -- all of which support
our goals of interoperability anong operational forces.

The Departnent has in place many of the basic elenments to
achi eve the data standardi zation goals directed by the Deputy
Secretary. W have established the DoD Data Adm ni stration
Program and associ ated policies and procedures. The
infrastructure has been devel oped in the formof the assignnent
of the DoD Data Adm nistrator, the designation of Functional Data
Adm ni strators, the establishnent of the Data Adm nistration
Council, and the creation of the Data Adm ni stration Program
Managenent Office. |In addition, a conprehensive strategic plan
and DoD Enterprise Mbdel has been published -- tying data
standardi zation to the business and m ssion activities of the
Depart nment .



Busi ness Process Re-endgi neering

This brings me to the final and, perhaps, nost critical
initiative of business process re-engineering.

Throughout this country, in business and governnent at all
| evel s, we have all owed non-val ue-added processes to creep into
our business practices and to conti nue processes that no | onger
make a valid contribution. NMbreover, in many cases we have
attenpted to use automation as a neans to cure what are, in fact,
busi ness process ills.

To overcone this problem we have put in place the tools and
techni ques to exam ne busi ness processes, and re-engi neer them as
necessary to make them operate nore effectively and efficiently.
We are not just autonmating the function; rather we are asking
ourselves: “Are we doing the right things and are we doi ng things
right?” 1f the answer to these questions is not an unequi vocal
“yes”, then we are taking steps to inprove the business process -
- anot her maj or aspect of the Corporate Information Managenent
(M initiative.

The i nportance of taking this type of approach was
highlighted in President dinton’s and Vice President Core’s
“Technol ogy for Anerica’ s Economic Gowth, a New Direction to
Build Econom c Strength”, dated February 22, 1993:

“Busi ness organi zations in many sectors have found that

aut omati ng exi sting work processes based on a tradition of
processi ng paper does not always provide the greatest benefits
frominvestnent in automation. Efficiency gains fromthe new
technol ogy often can only be captured if changes are nmade in the
structure of their organizations and the way they are managed.”

The Departnent has established a progressive, Business
Process Re-engineering (BPR) Programthat provides a standard
nmet hodol ogy to gui de process inprovenent and re-engi neering
anal ysis, and a training and custoner support structure to assi st
in process inprovenent inplenmentation.

The intent is to have functional managers focus on
perform ng the actual analysis of their functions, rather than on
identifying and sel ecting nethods and tools that coul d assi st
themin their analysis. The nmethodol ogy provides a standard way
of perform ng process inprovenents and greatly facilitates the
integration efforts within and across functional areas.

Anot her el enent of the BPR Programis the Integrated Tool set
whi ch supports the techni ques used to performthe various aspects
of the Business Re-engi neering nethodol ogy. This group of tools,
predom nantly commercial -off-the-shelf applications, is tied to a
commercial information repository which enhances enterprise
engi neering efforts through reuse of collected infornmation.



The current nethodol ogy has been used in over 230 Functi onal
Process | nprovenent projects ranging in scope fromsmall to |arge
projects and include activities wthin the functional areas of
mat eri al and | ogi stics managenent, personnel managenent, health
care, finance, reserve affairs, conmand and control (C2),
communi cations, and intelligence.

For exanpl e, our CINCs have shown a great deal of support
for BPR  Using the BPR net hodol ogy, the US Special Operations
Command conducted a detailed analysis of its readiness nonitoring
process. Simlarly, the US Pacific Command baselined the crisis
action planning and execution process for Lesser Regi onal
Contingencies and identified over 30 issues that significantly
could inprove the process. |In the area of depl oynent
preparation, process re-engineering efforts have identified a
potential of 70 percent reductions in man-hours needed for
sol di er readi ness processing.

Re- engi neeri ng anal ysis al so has been applied to Programred
Depot Mai ntenance -- one of the nost conplex |ogistics operations
in DoD. GCetting transport planes and submarines into the depot,
repaired, nodified, and sent back to the fleet requires careful
pl anni ng and scheduling. The newy devel oped depot mai ntenance
schedul i ng system provi des work-fl ow schedul i ng, hel ps nake the
best use of resources, better nanages capacity and | abor, and
better neasures performance. The system al ready has been
deployed to eight logistics centers. The cash recovery to
investnment ratio for the new systemis estimated at 5 to 1

| would like to cite two final exanples of how business
process anal yses and re-engineering are resulting in significant
i nnovative inprovenents and savings. First, the Deputy Under
Secretary of Defense for Logistics has an initiative to apply
comercial electronic data interchange standards to nore than one
billion annual |ogistics transactions. The devel opnent of
systens procedures has been conpleted resulting in about 425
separate transaction formats being reduced to 24 conmerci al
transaction sets. Secondly, in the area of consumable itens
managenent, the replenishment cycle time for small purchases has
been reduced from 100 days to 4 days, and includes an estinmated
reduction in annual overhead costs of $100 mllion.

As busi ness processes are inproved and the software systens
to support these process are devel oped, we nust ensure that these
devel opnent activities are perfornmed in a tinmely and cost-
effective manner. The software devel opnent and mnai nt enance
envi ronnment created by our Integrated Conputer-Ai ded Software
Engi neering (1-CASE) Program substantially provides this
assurance. Inproved software quality, increased programer
productivity, and reduced software devel opnent tine and costs are
just sone of the benefits we expect from |- CASE.

DEFENSE | NFORVATI ON | NFRASTRUCTURE




The Defense Information Infrastructure (DIl) enconpasses
information transfer and processing resources, including
informati on and data storage, nanipulation, retrieval, and
di splay. Mre specifically, the DIl is the shared or
i nterconnected system of conputers, comrunications, data,
applications, security, people, training, and other support
structures serving the Departnent’s |ocal and worl d-w de
informati on needs. It connects DoD m ssion support, comrand and
control, and intelligence conputers and users through voice,
data, imagery, video, and multinmedi a services; and provides
i nformati on processi ng and val ue- added services to subscribers
over the Defense Information System Network (DISN). The DISNis
the result of consolidating the MIlitary Departnent’s networks
within the Continental United States into one centrally nmanaged
DoD network. The integration of these networks will provide a
single unified DoD transm ssion infrastructure.

A key elenment of the DIl providing information services to
DoD users is the utility. These services include the Defense
| nformati on Systens Agency negacenters, information processing,
and w de area network communi cations services.



Wth this working definition as context, | would like to
share with this Coommttee our goals for the DI, strategies for
achi eving these goals, the progress we have made, and the
direction in which we are headed.

Qur objectives are to:

create a new paradi gm and revol utioni ze i nformation exchange,
def ense-w de,

strengthen our ability to effectively apply conputing,
communi cations, and informati on managenent capabilities to the
acconpl i shnment of the Departnent’s m ssion, and

significantly reduce the information technol ogy burdens on
operational functional staffs -- allowng themto access,
share, and exchange infornmation world-wi de with m ni nal
know edge of communi cation and conputing technol ogi es.

I n essence, when we began the DIl initiative two years ago,
we wanted to create an end-to-end information transfer capability
which is protected, interoperable, and cost effective with DI SA
as its central manager.

In 1993, the Assistant Secretary of Defense (Conmand,
Control, Conmunications, and Intelligence) in consultation with
the Deputy Secretary of Defense directed further review and study
of the Departnent’s inplenentation of the DIlI. Moreover, he
directed that acquisition, |ocal and base-level comrunications
and engi neering activities, as well as central design activities
continue to be owned and operated by the MIlitary Departnents and
t he Defense Logistics Agency. Consolidation and centralization
of data centers, standards, security, and certain network
managenent functions under DI SA are proceedi ng.

Qur data center consolidation recommendati ons were included
in the 1993 Base Cl osure process. Based on the Secretary of
Def ense recommendati ons and the Base C osure Conm ssion’s
del i berate review and anal ytical process, in the Fall of |ast
year, the President and the Congress approved the consolidation
of 59 Service and Agency data centers into 16 DoD negacenters.

Consistent with the goal to consolidate data centers in the
nost efficient and cost effective manner while mnimzing risk
and di sruption to custoner services, a phased approach to
consol i dati on has been established. These phases are transition,
mgration, and optim zation. First, negacenters are established
as the Defense Information Service Organization single utility;
this phase was conpleted this nonth. Second, the negacenters are
popul ated with workload fromthe sites to be disestablished; by
the end of 1994, workload from 11 | egacy sites will have m grated
to a nmegacenter. Finally, the negacenters’ performance as data
processi ng service providers to the DoD community is optim zed.
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Data center consolidation savings for Fiscal Years 1994 -
1999 reflect a cunulative total of $1.07 billion. One tine costs
are $581 million with a net savings of $489 mllion.

Wth regard to DISN, the Air Force Network and the Arny
Stream ining I nformation Service Qperations Consolidation Studies
Net wor k have been fully integrated as the cornerstone of DI SN
Integration of the Marine Corps Data Network into DI SN currently
is being acconplished, and is expected to be conpleted by the end
of this fiscal year. During Fiscal Year 1995, the Navy Network
and the Defense Logistics Agency Corporate Network will be
conpletely transitioned to DISN, and efforts wll be well
underway to transition nore than 100 small er networks onto DI SN.

The Departnent is establishing a standards-based franework
for defining technical architectures to ensure interoperability,
portability, and scalability of our systenms. This framework is
reflected in the Technical Architecture Framework for Information
Managenment whi ch provides the integrated gui dance that governs
the evolution of the Departnment’s technical infrastructure.

We have established the Information Technol ogy Standards
Program as the nechani smfor adopting, devel opi ng, specifying,
certifying, and enforcing technical standards. This effort wll
reduce systens costs and inprove the interoperability, efficiency
and effectiveness of our information systens -- both internally
and with external organi zations such as suppliers and allies.

Currently, information security activities and resources are
bei ng consol i dated under the DI SA. These resources will be used
to support the definition of a conprehensive and coherent DoD
i nformati on systens security policy, define and inplenent a
standard DoD eval uation, certification, and accreditation
process, and ensure that security considerations are adequately
i ncorporated into automated information system architectures.

M. Chairman, permt nme to spend a little tinme addressing
central design activities (CDAs) because | understand the
Commttee is interested in the inpact on CTMw th the CDAs
remaining wwth the Services and Agenci es.

CDAs exist only to support functions such as finance and
accounting, civilian personnel managenent, and |ogistics. The
appropriate placenent of CDAs, therefore, should be dictated by
what makes sense economically and in terns of m ssion support.
As deci sions are nade on which | egacy systens to continue and
whi ch ones to term nate, decisions on what to do wth the
associ ated CDAs wi |l be made accordingly.

The elimnation of |egacy systens across all of DoD
particul arly the business systens and conbat support systens,
wi |l substantially determ ne the centralization, consolidation,
or even the elimnation of CDAs. Placing CDAs on a fee-for-
service basis may nmake these determ nati ons even easier.
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Al ways seeking inprovenents, the Departnent initiated an
i ndependent study of the inplenentation of the Defense
Information Infrastructure called for by Secretary of Defense
Perry. The study is being conducted by Booz, Allen & Ham | ton,
and is about to be finalized. It provides an executable set of
actions for proceeding with the managenent of an orderly
i npl enmentation of the Defense Information Infrastructure and the
Corporate Informati on Managenent initiatives. W have devel oped
an action plan for the inplenentation of the study
recommendations. Pending final approval by the Assistant
Secretary of Defense (Command, Control, Communications and
Intelligence) of the study results and the action plan, we wll
nmove aggressively toward inplenentation

In sunmary, | believe we have nmade good progress, but |et
there be no doubt. W are not satisfied and will continue to
press for faster action at every opportunity. At the sane tine,
| am pl eased there is broad based DoD consensus about many of the
actions that are underway. W are selecting and transitioning to
m gration systens. Standardi zation of data elenents is receiving
high priority fromfunctional users. Consolidation and
centralization of data centers and tel ecommunication networks are
occurring. The Booz, Allen & Ham|lton study results wll assist
in identifying further targets of opportunity, and in charting
the course for the future.

Exam ning and integrating information activities across the
Departnment is a process of continuing evolutionary inprovenents.
However, the Departnent is conmtted to the inprovenents,
efficiencies and productivity that are the essence of the CI M and
DIl goals and initiatives. W appreciate the subcommttee’ s
conti nued support for achieving our goals.
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